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This applies to the 9950, the 2250, and to all 50 Series processors
manufactured after October 1, 1983:

WARNING

This equipment generates and uses radio frequency energy and if
not installed and used properly, i.e., in strict accordance
with the instructions manual, may cause harmful interference to
radio communications. It has been tested and found to comply
with the limits for a Class A computing device pursuant to
Subpart J of Part 15 of FCC Rules, which are designed to
provide reasonable protection against such interference when
operated in a commercial enviromment.

Operation of this equipment in a residential area is likely to
cause interference in which case the user at his own expense
will be required to take whatever measures may be required to
correct the interference.

This applies to all other processors described in this book:

WARNING

This equipment generates and uses radio frequency energy and if
not installed and used properly, i.e., in strict accordance
with the instructions manual, may cause harmful interference to
radio communications. As temporarily permitted by regulation,
it has not been tested for compliance with the limits for Class
A computing devices persuant to Subpart J of Part 15 of FCC
rules, which are designed to provide reasonable protection
against such interference. Operation of this equipment in a
residential area is likely to cause interference in which case
the user at his own expense will be required to take whatever
measures may be required to correct the interference.
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About
This Book

The System Operator's Guide provides guidelines for the successful
daily operation of a Prime computer. In order to use this information
most effectively, the reader should be familiar with the topics covered
in the Prime User's Guide.

The System Operator's Guide is issued in a two-volume set. Volume I is
primarily concerned with hardware operations, such as system startup
and shutdown. Volume II covers system maintenance tasks, such as
monitoring system resources and performing backups and restorations.
It provides guidelines for performing these tasks and describes the
utilities used to accomplish them.

HARDWARE OPERATICNS

Volume I of the System Operator's Guide includes information on system
operation, system startup, system halt and hang handling, and system
shutdown. Before beginning the tasks discussed in Volume II, the
reader should be familiar with the preface and introductory chapter of
Volume I. The reader should also have skimmed the portions of Volume I
pertaining to the system that he or she will be using.

SYSTEM SOFTWARE AND MAINTENANCE

This book, Volume II of the System Operator's Guide, is divided into
three parts and an appendix section.




Part I provides an overview of PRIMOS and the operator's tasks. Those
readers who have not used Prime systems previously are encouraged to
read this part before beginning work on this system. The topics
covered in Part I are:

® Working with PRIMOS (Chapter 1)

e The PRIMOS file system (Chapter 2)

e The user community (Chapter 3)

e System resources (Chapter 4)

e System monitoring (Chapter 5)

Part II describes the general procedures an operator uses to keep the
system running smoothly. The topics discussed in this part are:

e Disk formatting (Chapter 6)

e Performing backups (Chapter 7)

® Restoring data from backups (Chapter 8)

® Repairing disk partitions (Chapter 9)

® Monitoring print and plot requests (Chapter 10)
® Monitoring batch jobs (Chapter 11)

e Monitoring file transfer requests (Chapter 12)

Part III contains reference material on commands which are primarily
used by the system operator. This part includes two chapters:

e PRIMOS commands (Chapter 13)
e PRIMOS II commands (Chapter 14)

The appendixes for Volume II provide additional reference material on
various aspects of system operation. The subjects discussed are:

e Physical device numbers (Appendix A)

® PRIMOS II utilities (Appendixes B, C, and D)
® Error messages (Appendixes E, F, G, and J)
e Event log messages (Appendixes H and I)

e FAM I (Appendix K)



OTHER PRIME DOCUMENTATION YOU SHOULD KNOW ABOUT

Several Prime documents are mentioned in this text. For information on
ordering these books, see page iii.

Frequent reference is made to the System Administrator's Guide,
DOC5037-190. This book contains information about system building,
resource allocation, and system security. This book has three updates,
UPD5037-191, UPD5037-192, and UPD5037-193.

Two basic references necessary to any user of a Prime system are the
New User's Guide to EDITOR and RUNOFF, FDR3104-101, which provides
information on Prime's text editor and formatter; and the Prime User's
Guide, DOC4130-190, containing information on PRIMOS (the operating
system of every Prime computer), Prime's file system, utilities,
compilers, and subroutine libraries.

The Magnetic Tape User's Guide, DOC5027-183, and its two update
packages, UPD5027-184 and UPD5027-190, provide a complete description
of working with Prime's magnetic tape software.

The PRIMOS Commands Reference Guide, FDR3108-190, is a dictionary of
PRIMOS commands.

The PRIMENET Guide, DOC3710-193, explains PRIMENET, Prime's networking
system,

The Prime 50 Series Technical Summary, DOC6904-191, describes the

features of the 50 Series systems, including the advanced architecture
concepts, and the software and hardware products they support.

If you are interested in writing programs to help run your system, the
CPL User's Guide, DOC4302-190, will be of particular interest to you.
This book describes Prime's Command Procedure Language (CPL), a
powerful and flexible tool for program development. Additionally, you
may want one or more of the language reference guides, the Subroutines
Reference Guide, DOC3621-190, and the SEG and LOAD Reference Guide,
D0OC3524-192.

xiii



PRIME DOCUMENTATION CONVENTIONS

The following conventions are used in command formats,
formats, and in examples throughout this document.

statement
Examples illustrate

the -uses of these commands and statements in typical applications.
Terminal input may be entered in either uppercase or lowercase.

Convention

UPPERCASE

Jowercase

abbreviations

underlining

in
examples

Brackets

Braces

Ellipsis

Explanation

In command formats, words
in uppercase indicate the
actual names of commands,
statements, and keywords.
They can be entered in
either uppercase or
lowercase.

In command formats, words
in lowercase indicate items
for which the user must

substitute a suitable value.

If a command or statement
has an abbreviation, it is
indicated by underlining.
In cases where the command
or directive itself
contains an underscore, the
abbreviation is shown below
the full name, and the name
and abbreviation are placed
within braces.

In examples, user input
is underlined but system
prompts and output are not.

Brackets enclose a list
of two or more optional
items. Choose none, one,
or more of these items.

Braces enclose a list
of items. ¢Choose one
and only one of these
items.

An ellipsis indicates that
the preceding item may be
repeated.

Example
SLIST

LOGIN user-id

LoGouT

Fiaed

OK, RESUME MY_PROG
This is the output
of MY_PROG.CPL

OK,

SPOOL | -LIST
—CANCEL

CLOSE l filename
ALL

item—x[,item-y]...



Parentheses

()

Hyphen

In command or statement
formats, parentheses must
be entered exactly

as shown.

Wherever a hyphen appears
as the first letter of an
option, it is a required
part of that option.

DIM array (row,col)

SPOOL ~LIST
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Working With
PRIMOS

INTRODUCTION

The role of the operator is a crucial one in any data processing
installation. Specific assignments and responsibilities as defined by
the System Administrators may vary from one computer room to another.
Nevertheless, there are a number of tasks that normally "belong" to the
operator.

The operations you perform will generally fall within one of the
following task groups:

Monitoring hardware and computer room conditions.

Starting up and shutting down the system. (See Volume I of this
book. )

Monitoring system and subsystem resources. (See Chapters 4 and
5.)

Preparing disks for use by the system. (See Chapter 6.)
Performing backups. (See Chapter 7.)

Restoring files and directories from backup copies. (See
Chapter 8.)

Repairing the partitions on a disk. (See Chapter 9.)
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® Monitoring line printers and replacing printer paper and
ribbons. (See Chapter 10.)

e Assisting users with magnetic tape assignments, (See Chapter
4.)

e Monitoring the Batch subsystem. (See Chapter 11.)

® Making sure data communications systems are functioning
properly. (See Chapter 12.)

® Preventing and recovering from system halts and hangs. (See
Volume I of this book.)

® General system responsibilities.
In carrying out these tasks, the operator has three areas of ooncern:
e The system

e The computer room

e The logbook

Volume I of this book provides introductory material in each of these
areas, with particular respect to the the CPU-specific aspects of the
system. This volume concentrates on the software supplied by Prime for
computer operations, and on the operator's interactions with the user
community.

Since the operating system lies at the base of all system software,
this chapter discusses Prime's operating systems, PRIMOS and PRIMOS 1I,
and explains some of the methods by which PRIMOS expedites users' work
on the system.

PRIMOS II

PRIMOS II is Prime's single-user operating system. It functions
primarily as an offline enviromment for PRIMOS. ‘Therefore, it is
ordinarily used only during system startup. However, PRIMOS II may
also be needed when PRIMOS cannot be started up or when some activity
not allowed by PRIMOS must be performed.

PRIMOS II procedures for system activities such as backup and restore
operations are described in Chapters 7, 8, and 9. For a general
discussion of PRIMOS II, including a description of PRIMOS II commands,
see Chapter 14.
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PRIMOS

PRIMOS is the time-sharing operating system used by all Prime systems,
It allows each user to work independently of other users and their
activities, It provides:

® Time-shared access for up to 128 users per CPU

o Segmented virtual address space for programs up to 32 megabytes
per user

® Access to programming languages

e Input/output control

e File system

e Interactive and noninteractive (phantom) user jobs
e Communications systems

e System utilities

e Database management

The majority of the operator's work, and the entirety of users' work,
is performed under PRIMOS control.

Terminol ogy

Many of the terms used in describing PRIMOS concepts are peculiar to
Prime systems. As you read Part I, therefore, you may meet a number of
new terms. Much of this terminology is described in the Prime User's
Guide and its glossary. Other terms which are used in Part I of this
book are defined as follows:

® access

From a user's point of view, access defines whether he or she has the
right to perform some function on the system (for example, whether he
or she can read a particular file). From the operator's point of view,
the term access also describes the mechanisms by which the system
decides who has what rights.

The primary tools for determining access on Prime systems are Access
Control Lists (ACLs). ACLs are discussed in Chapter 2 and in the Prime
User's Guide.

PRIMOS grants special access privileges to operators and to the System
Administrator. To gain this privilege, you must log in as SYSTEM, as
the System Administrator, or at the supervisor termimal.
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® assigned

When a user has exclusive access to a system device, such as a magnetic
tape drive, that user is said to have assigned the device. To
discontinue exclusive access, the user unassigns the device.

e asynchronous line

Asynchronous lines connect terminals or Letter Quality Printers (LQPs)
with the CPU, The term asynchronous refers to the ability of the 1line
(and the terminal or LQP) to send and receive data simultaneously.
Because many Prime systems use the Asynchronous Multi-Line Controller,
past documentation often used the term AMLC line to describe.
asynchronous lines. Prime now offers both AMLC and ICS controllers
that support asynchronous lines. Therefore, the term asynchronous line
refers to a line connected to an AMLC or ICS controller,

e login

Before any user can use the system, "he or she must log in. The
procedure of logging in is called a login. During login, PRIMOS
identifies the user as authorized to use the system.

e logout

When a user has finished his or her work on the system, the user must
log out. The procedure of logging out is called a logout. Once you
have 1ogged out, anyone wishing to use your terminal must log in before
using the system, If you leave your terminal unattended without
logging out, another person could begin using the terminal under your
identity; PRIMOS would be unable to tell the difference.

e mount

When a disk pack is made available for use, or a tape is set up on a
tape drive, it is said to be mounted. Usually, mounting a pack or tape
includes the issuing of the command that tells PRIMOS that the disk or
tape is available.

When the pack or tape is removed, it is dismounted.
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e network

A network is an organization of several systems into a community.
These systems (such as PRIMENET) communicate via communications devices
and related system software. In many installations, the system
operator is reponsible for several systems connected in a network.

® node

Synonymous with the term system. In this book, the term refers to a
computer system, other than your own, that forms part of your network.
The term is often used to distinguish your system from other systems in
the network. For example: "Message from <nodename>" indicates that
the message came from any other system on the network, whereas "Message
from <systemname>" identifies the message as originating on the 1local
system,

e port

A port is an information outlet connected to the CPU. Most of the
ports on a system are connected to user terminals; one port on each
system connects to a supervisor terminal. Some systems also have
synchronous line ports, printer ports, and so on.

e subsystem

A subsystem is a collection of programs and/or processes that cooperate
in providing a service to users of a system. On Prime systems,
subsystems include MAGSAV/MAGRST, Batch, Spool, the File Transfer
Service, EMACS, and others.

e supervisor terminal

The supervisor terminal is recognized by PRIMOS as the most privileged
terminal on the system. On systems with a Virtual Control Panel (VCP),
the supervisor terminal is connected to the VCP, and the VCP in turn
connects to the supervisor terminal port of the CPU.

Unlike user terminals, the supervisor terminal is always logged into
PRIMOS. (An exception occurs when the supervisor terminal is used as a
user terminal on a Prime 2250 or 9950.)
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e synchronous line

A synchronous line is a commnications line. Such 1lines usually
connect two systems, or a system and a Public Data Network (PDN). The
term synchronous means that the line is able to send data only at
certain times. The controllers at each end of the line agree on when
to send data so as to provide bidirectional communication,

User terminals are not connected to synchronous lines; they are
connected to asynchronous lines, defined earlier.

e system
In this book, the term system refers to the computer system with which

the user (or operator) is currently dealing. The term is often used to
distinguish one system from other systems in the network.

e Uuser terminal

This term is used to identify any terminal other than the supervisor
terminal. User temminals can be used only when PRIMOS is running.

PRIMOS Commands

The basic unit of work for any user of PRIMOS is the command., You use
commands to tell PRIMOS what you want it to do for you. To learn more
about how to communicate with PRIMOS via commands, read the Prime
User's Guide. For complete information on PRIMOS commands for ordinary
users, see the PRIMOS Commands Reference Guide.

Special commands are available for the operator that are not available,
or not useful, for ordinary users. These commands are fully described
in Chapter 13. 1In addition, the procedures by which these commands are
used to perform particular tasks are discussed in the various chapters
of Part II.

Some commands provide the operator with information on the status of
various parts of the system. Since it is the operator's task to ensure
the system's smooth operation, he or she should use these commands
periodically.

The following list shows system parameters and values. It also tells

which commands will print information on their status. For specific
details on the individual commands, see Chapter 13.
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Status Item

Access groups

ACL, protection

Active Batch jobs
Assigned devices, user
Assigned mag tape drives
Asynchronous (user) line
Available records
Command device

Batch jobs, active
Batch jobs, executing
Batch jobs, specific
Batch queue names
Batch queue parameters
Batch subsystem usage
Current rev number
Deferred spool files
Device, command
Devices mounted
Devices, assigned, user
Devices, logical
Devices, physical
Devices, physical, user
Devices, remote

Disk usage

Disks mounted

Disks, remote
Executing Batch jobs
File transfer server(s)
File transfer requests
File units in use

Free records

Line, user (asynchronous)
Local nodename

Logical devices

Logins, remote

Mag tape drives, assigned
Mounted devices
Mounted disks

Network

Network, type

Node condition
Nodename, local

Number of users

Number, user

Packnames

Phantom users

Physical devices
Physical devices, user
Plot files, spool
Print files, spool
Printer names

Printer envirorment parameters

1-7
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PRIMOS Cammand

LIST GROUP
LIST ACCESS

JOB —-STATUS or JOB -DISPLAY
STATUS USERS

STATUS DEVICES

STATUS USERS

AVATL

STATUS or STATUS DISKS
JOB -STATUS or JOB -DISPLAY
BATCH -DISPLAY

JOB job-id -DISPLAY
BATGEN —STATUS

BATGEN -DISPLAY

BATCH -DISPLAY

STATUS SYSTEM

SFOOL -LIST DEFER
STATUS or STATUS DISKS
STATUS DISKS

STATUS USERS

STATUS DISKS

STATUS DISKS

STATUS USERS

STATUS DISKS

USAGE -DISK

STATUS DISKS

STATUS DISKS

BATCH -DISPLAY

FTOP -LSVS

FIR -STATUS or FIR -DISPLAY
STATUS UNITS

AVAIL

STATUS USERS

STATUS NET or STATUS UNITS
STATUS DISKS

STATUS USERS

STATUS DEVICES

STATUS DISKS

STATUS DISKS

STATUS NET

STATUS NET

STATUS NET

STATUS NET or STATUS UNITS
USERS

STATUS USERS

STATUS DISKS

STATUS USERS

STATUS DISKS

STATUS USERS

SFOOL -LIST PLOT

SFOOL -LIST PRINT

PROP —STATUS

PROP -DISPLAY

Second Edition
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Status Item

Priority, user
Protection, file

Quotas

Records available
Records used

Remote devices

Remote disks

Remote logins

Remote systems, logins to
Remote users

Special form spool files
Specific Batch jobs

PRIMOS Command

STATUS USERS
LIST ACCESS

LIST QUOTA or LD -SIZE
AVAIL

AVAIL

STATUS DISKS

STATUS DISKS

STATUS USERS

STATUS USERS

STATUS USERS

SFOOL -LIST FORM type
JOB job-id -DISPLAY

Spool files SPOOL, -LIST
Spool files, deferred SFOOL, -LIST DEFER
Spool files, special form SPOOL -LIST FORM type
Spool files, user's own SEOOL -LIST OWN
Spool plot files SFOOL, -LIST PLOT
Spool print files SFOOL -LIST PRINT
Type of network STATUS NET

Units, file, in use STATUS UNITS

User assigned devices STATUS USERS

User line (asynchronous) STATUS USERS
User logins to other nodes STATUS USERS
User number STATUS USERS
User physical devices STATUS USERS
User priority STATUS USERS
User's own spool files SFOOL -LIST OWN
Users, number of USERS

Users, phantom STATUS USERS
Users, remote STATUS USERS
Volume names STATUS DISKS

Your user-id STATUS ME

PRIMOS Processes

The PRIMOS operating system is a time-shared operating system. This
means that it allows several users to use the system at once. To do
this, PRIMOS manages processes. Each user of the system owns at least
one process. Often, the term user is used synonymously with the term
process. 'The exceptions are processes that do not represent specific
users, such as phantoms.

A phantom process is not connected to a user terminal. It runs
programs automatically, without user intervention. Its sequence of
actions comes from a command file or a CPL file. After a user creates
a command file or CPL file, he or she may start up a phantom to run the
file., The phantom executes the commands in the file just as if the
user had invoked the file at the user terminal. When the phantom has
executed all the commands in the file, or if it runs into an error
requiring user intervention, it logs out. See the Prime User's Guide
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for more information on phantoms, command files, and CPL files., See
the CPL User's Guide for information on CPL.

In this book, the term user may refer to any user process, including
phantoms started by users and people actually sitting at user
terminals. Sometimes, a distinction is made between the two by
referring to user phantams (or just phantams), and interactive users
(for users logged in at user terminals).

Interactive Users: On a system with a network, there may be three
kinds of interactive users:

® Users logged into the system at terminals which are connected to
the same system,

@ Users logged into another node on the network, who are at user
terminals connected to the system.

e Users logged into the system from user terminals connected to
another node on the network.

The first group of users are called local users. The second and third
groups are referred to as remote users, For the most part, the
distinction is unimportant to the system operator.

Phantoms: Several types of phantoms run under PRIMOS:
e User phantoms
e Batch phantams
e Subsystem phantoms
e Network server
e Slaves
User Phantoms: The basic phantom is a user phantom. It is started up

by an 1interactive user. 1In general, the operator need not worry about
user phantoms.

Whenever a user phantom runs into an error requiring user input, a
message will be sent to the supervisor terminal as follows:

User nnn: Phantom requested terminal input.

For the most part, this message may be ignored, since the user who
started up the phantom will probably receive a similar message. 'The
duplicate message is sent to the supervisor terminal so that a record
may be kept of the aborted phantom, even if the user who started up the
phantom logged out before the phantom aborted.
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Batch Phantoms: When a user submits a request to the Batch subsystem,
a phantom will be started up (either immediately or sometime later) to
satisfy the request. This phantom is called a batch phantom. ‘The
operator rarely needs to concern him~ or herself with batch phantams.

Like user phantoms, batch phantoms notify the supervisor terminal when
they terminate abnormally. In addition, the Batch subsystem sends two
messages to the supervisor terminal for every batch phantam started up.
The first message announces the startup of the phantom. The second
message announces the termination of the phantom, and hence the
satisfaction of the user request. If these messages become annoying,
ask your System Administrator to use the —HUSH option on the Batch
monitor.

Subsystem Phantoms: Same subsystems, such as Batch, Spool, and the
File Transfer Service (FTS) require a program to run constantly.
Usually these programs check for new items in a request queue. Your
installation may have these subsystems, or may have other subsystems
requiring such a program.

A program that must be run at all times to service a subsystem is
usually started up as a phantan. These phantoms are referred to as
subsystem phantoms or service processes. Although they are similar to
user phantoms 1n many ways, the operator must often treat subsystem
phantoms differently. For instance, a user phantom is usually started
up to perform a specific task, but a subsystem phantom may perform
several tasks.

It may be difficult or impossible to tell whether or not a subsystem
phantom is in the middle of performing a task. ‘Therefore, the
subsystem usually provides a way for the operator to find out what
tasks, if any, the subsystem phantom is performing. In addition, the
operator can request that the subsystem phantom log itself out at a
convenient time, when it is not performing any task.

Network Server: On systems that support PRIMENET, one phantam is
adedicated to servicing the network. This is referred to as the network
server or network server process (nsp). It is always logged in, under
the name NETMAN, and need not be monitored. The only way to terminate
the NETMAN process is to shut down the entire system,

Slaves: , Not really phantoms at all, these are processes that perform
operations on a system at the behest of a user logged into another node
on the network. These processes are called slaves because they serve
users on remote nodes.

Second Edition 1-10



Working With PRIMOS

A slave process represents a remote user using some resource on the
local system., Usually, this resource is one of the disks that resides
on the local system. For example, when a user on system A accesses a
file on system B, a slave process is created on system B to perform the
actual operations. This activity is usually transparent to the user on
system A, but the slave process is visible to the operator and users on
system B,

The fact that slaves are not connected to terminals provides their only
resemblance to user phantoms., Unlike user phantams, they generate
error messages at the supervisor terminal only if the error condition
indicates something seriously wrong with the system.

Generally, an operator should be concerned with slave processes only
when the system is about to be shut down. The presence of slave
processes on the system at that time may represent users on other nodes
who are unaware of the coming shutdown.

THE PERIPHERALS

As discussed in Volume I of this book, all Prime systems include
peripherals. Peripherals include the following devices:

e User terminals (to a maximum of 128)

e Magnetic tape drives (to a maximum of 8)

e Letter Quality Printers

e Parallel printers (to a maximum of 4)

@ Serial line printers (to a maximum of 4)

® Plotters

e CAD/CAM work stations

® Synchronous communications boards (to a maximum of 2)

e Paper tape reader/punches

e Card reader/punches (to a maximum of 4)

e A Prime Node Controller (for RINGNET)
Since these peripherals represent scarce resources, they are managed by
PRIMOS so that all users of the system can benefit equally from their
availability. For example, imagine a system with one printer and two

users who both want to print files at the same time. The system cannot
honor both print requests immediately.
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To solve this problem, PRIMOS uses two basic approaches to manage
peripherals. The first and simplest approach is to allow only one user
at a time to operate a peripheral device. This is referred to as
exclusive assignment. For example, while one user is using a paper
tape punch, no other user will be able to use it. This prevents two
users from punching one tape and causing data from two separate files
to become intermingled on the tape.

The other approach is to allow any number of users to request
operations to be performed on a peripheral, and to allow the requested
operations to be performed in sequence, as the peripheral device
becomes available. This is called request queueing.

These approaches require the system operator to monitor the smooth
operation of peripherals, in terms both of the operation of the
physical peripheral device itself, and of its use by the |user
community.

Exclusive Assignment

When a user wishes to use any of the peripherals listed above, he or
she must request exclusive access using the PRIMOS command ASSIGN.
(The Prime Node Controller cannot be assigned by a user, because it is
always assigned to the network manager, NETMAN,) If another user
already has exclusive access to the peripheral, the ASSIGN command
returns an error message as follows:

OK, ASSIGN MI0
The device is in use, MP'0 (asrmt$)
ER!

In this case, the user desiring exclusive access to the device MIO
must wait until the other user relinquishes ocontrol. Once this
happens, an attempt to assign the device will work, as follows:

OK, ASSIGN M0
Device M0 assigned.
OK,

The user may then invoke programs that operate the device. For
example, after assigning a magnetic tape drive, the user may invoke
MAGSAV to save a file or directory, as described in the Prime User's
Guide.

The operator should monitor device assignment periodically to ensure
that no one user is taking unfair advantage of the ASSIGN command and
preventing other users from having time on a peripheral device. At the
supervisor terminal, the operator has the power to use the UNASSIGN
command to return a peripheral device to the pool of available devices,
even when another user has the device assigned.
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The operator is primarily concerned with the assignment of two system
peripherals — disks and tapes. Disks are not listed as a peripheral
in the list above, because they are considered system components rather
than peripherals.

As system operator, you will need to perform operations other than
normal user operations on disks. 1In these cases, you obtain exclusive
access to a disk so that other users cannot reference it. You then use
certain PRIMOS programs to examine and change the disk. PRIMOS itself
is not able to access files on an assigned disk, but the program you
run will be able to do this.

Only the operator may assign disks. To do so, he or she must first
issue a special command — the DISKS command — at the supervisor
terminal. The use of the DISKS command during system maintenance
procedures is discussed in Chapters 7, 8, and 9. It is fully described
in Chapter 13.

Request Queueing

A major drawback of the exclusive assignment approach is that while one
user is using a device, another user who wishes to use it must sit and
wait until the device becomes free, and then attempt to obtain
exclusive access before some other user does this.

To solve this problem, PRIMOS provides request queueing for some
peripherals. Users can request use of the device and continue other
work. If the device is already in use, the request will be processed
automatically by PRIMOS when the device becomes available,

For example, instead of allowing a user to print a file directly on a
printer, PRIMOS provides a facility whereby a user makes a request to
print a file, This request is placed in a queue. The files are
actually printed by a special PRIMOS program. Whenever the program is
ready to print a file, it looks in the queue to see if there are any
requests waiting. If so, it processes the request by printing the
file. When the file is printed, the program removes the request from
the queue.

This principle is used to manage printers, plotters, serial printers,
and Letter Quality Printers. A similar principle is used to manage
various uses of the synchronous communications boards and the Prime
Node Controller (PNC). Thus, the File Transfer Service (FTS) allows
users to request that files be sent from one system to another. Like
the spooler, the File Transfer Service adds file transfer requests to a
queue, and a subsystem phantam processes these requests.

Finally, PRIMOS provides a queueing service known as Batch. The Batch

subsystem queues requests for the use of phantom processes. Batch is
discussed in detail in Chapter 4.
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INTRODUCTION

A file system is used to organize data on disks so that it may be
easily manipulated by users of the system. The PRIMDOS file system is a
flexible, easy-to-use hierarchical system.

The PRIMOS file system is central to the operation of the system.
Therefore, it is the operator's task to ensure the integrity of the
file system. ‘This includes periodic checks of <certain system
directories.

FILES AND DIRECTORIES

All programs and data are stored in physical records located on disks.
On Prime computers these records are formed into files, each of which
has its own filename. The file contents may represent a source
program, an object program, a runtime memory image, a set of data, a
program listing, the text of an online document, or anything else the
user can define and express with the available symbols., A file is
stored on a peripheral storage medium such as disk or tape.
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Directories

Directories, also called User File Directories (UFDs), are a special
type of file. A directory contains a list of subdirectories, a list of
files, and information regarding each file. Directories are nested,
one beneath the other, to form a tree structure. For information on
the file system and its use of the tree structure, see the Prime User's
Guide.

Some UFDs, and their associated sub-UFDs and files, are delivered on a
master disk pack, master disk cartridge, or master magnetic tape; they
are loaded as part of your Prime software. Other UFDs are created by
the operator for use by the system or by system users.,

There are three general categories of directory: the Master File
Directory, the User File Directory, and the subdirectory.

The Master File Directory: A Master File Directory is a special
directory that contains the names of the top-level UFDs on a particular
logical disk. There is one MFD for each 1logical disk. In most
installations, users do not have full access to this level of the tree
structure. As an operator, however, much of your work will be done
here.

The User File Directory: The UFD is the major subdivision of the MFD,
holding files, subdirectories, and information about the location and
content of each file or sub-UFD within it. In most cases, users are
attached to a UFD when they log in.

The Subdirectory: These directories are subdivisions either of UFDs or
of other subdirectories. Separate UFDs for each user, department,
project, or software product can be created by the user and will be
maintained by PRIMOS. They are generally referred to as sub-UFDs.

For a complete discussion of UFDs and sub-UFDs, see the Prime User's
Guide.

Files in the Master File Directory

Each Master File Directory holds the BOOT, BADSPT, and DSKRAT files,
plus all top-level UFDs.

The BOOT file: This file contains the bootstrapping procedure for the
disk, and 1is used with every new boot of the partition. For more
information, see Volume I of this book.
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The BADSPT file: A disk surface may have physical defects such as
scratches or areas with little or no coating. The BADSPT file contains
a list of all records that fall within these "badspots". It exists
only on partitions which have badspots. Whenever a disk is copied, the
BADSPT file is searched, in order to be sure that no information is
copied onto unusable records. For more information, see Chapter 6,
Chapter 7, Chapter 9, and Chapter 13.

The DSKRAT file: This file is the Disk Record Availability Table, a
list of available records on the partltlon. This table is dynamic;
that is, it changes constantly as the partition's records are used or
freed. A new DSKRAT file is automatically created every time a
partition is made. It is used by FIX DISK, PRIMDS's disk repair
command, and by the PRIMOS file system. The DSKRAT's name is the name
of the partition. For more information, see Chapter 9 and Chapter 13.

Directories Important to the Operator

Certain top-level directories are of particular interest to the
operator. Referred to as system directories, they are the UFDs needed
to run PRIMDS, the utilities, and other software. These directories
are described below.

The Directory DOS: The UFD DOS contains the single-user operating
system, PRIMOS 1II, in the file *D0S64. This must be a Rev. 19 version
to boot Rev. 19.

The Directory SYSTEM: The UFD SYSTEM contains all shared subsystem
software, such as FORMS, and compilers for high level languages such as
COBOL and FORTRAN. Also in this directory is the DISCS file, described
later in this chapter.

The Directory PRIRUN: The UFD PRIRUN contains load maps and the PRIMOS
runfiles (the files that are used to start up the PRIMDS operating
system) .

The Directory BATCHQ: The UFD BATCHQ contains the files that are used
whenever Batch jobs are run. Included here are the Batch monitor run
file, Batch queue definition files, and job submittal files. (See
Chapter 11.)

The Dirgctory SPOOLQ: The UFD SPOOIQ contains the files that control
the enviromments of printer operations. Included here are the spooler

monitor, spool definition files, and the spooled listing files. (See
Chapter 10.)
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The Directory CMDNCO:

commands .

$S$.SAVE
CMPF . SAVE
CPMPC. SAVE
EDB, SAVE
FILMEM,SAVE
FUTIL

LABEL . SAVE
MAGNET. SAVE
MRGF.SAVE
PMA. SAVE
PROTECT .RUN
PSD20.SAVE
RWLOCK . RUN
SLIST.SAVE
TRAMLC. SAVE

The UFD
External oommands are those that are not a part of the
operating system;

CMDNCO

contains

external PRIMDS

examples of external commands are ED and FIX DISK.
Frequently, this directory will contain special commands that have been
custom—designed for your particular system,
commands will appear in a format similar to that of the list below.

The files for the external

AVAIL.SAVE BATCH.SAVE BATGEN.SAVE
CONCAT.SAVE COPY.RUN QOPY_PISK
CRMPC, SAVE DELETE.RUN ED.SAVE
EDIT_PROFILE.SAVE EVENT_LOG.SAVE
FILVER.SAVE FIXRAT FIX_DISK.SAVE
HELP.RUN HPSD.SAVE JOB. SAVE
LATE.SAVE LD.RUN LOAD.SAVE
MAGRST MAGSAV MAKE

NSED PHYRST PHYSAV

PRIMOS PRMPC.SAVE PROP.SAVE
PRSER.SAVE PRVER.SAVE PSD.SAVE
REVERT._PASSWORD.RUN RUNOFF.SAVE
SEG. SAVE SET_DELETE.RUN SIZE.SAVE
SCRT. SAVE SPOOL .. SAVE TERM.SAVE
UPCASE. SAVE VPSD. SAVE VPSD16 .SAVE

You may consider any commands not appearing in CMDNCO (such as ATTACH,
RDY, and LOGOUT) to be internal commands.

Other Directories:

Other directories 1listed below are under the

control of the operator.

Directory

FORMS*

FTSQ*

LIB

LOGREC*

PRIMENET*

Description

Contains files needed to run the Forms Management
System (FORMS). Must be installed to use FORMS.
See the FORMS Programmer's Guide.

Contains File Transfer Service (FTS) run files, the
configuration data base, <queues of transfer
requests, and copies of users' files for transfer.
(See Chapter 12.)

Contains all libraries available on the system.
Should be on logical disk O.
Contains system event logging files. Should be on
logical disk 0.

Contains all files needed to run networks,
including FAM II and network event logging files.
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SYSQOM Contains parameter insert files.

SYSOVL Contains files required by (OBOL. Also contains
data files used by the FORIRAN 77, PASCAL, and
PL/I-G compiler default driver programs.

PL1G>TOOLS Contains the default driver program for the PL/I-G
compiler.

PASCAL >TOOLS Contains the default driver program for the PASCAL
compiler.

F77>TO0LS Contains the default driver program for the FORTRAN
77 compiler.

Additions to these directories should be done only by the operator or
System Administrator. ©Periodically (about once each month), these
directories should be checked to see if they are in order. The
contents of the directories are obtained with the LD command and may be
written into a file using the COMOUTRUT command. The current contents
of the system directory should be compared to The proper contents.
(This list should be maintained in the system logbook.)

Example of Monitoring System UFDs

An example of checking a directory for integrity follows:

OK, ATTACH SPOOLQ
OK, ID

<SYSTPB>SPOOLQ) (Owner)
229 records in this directory, 229 total records out of quota of 0.

20 Files.

CRDSPL. SAVE E. TPBPRO E.TP.IBL E.TP.NPR
L.DEST L.DFLT L.FORM PRT003
NEW_FMT2 ,CPL O.TPBPRO 0. TE.NPR O.TP,.IBL
0. TP.NFR O_TPBPRO O_TP.IBL O_TP.NPFR
PRT005 PRT008 PRT009 Q. CTRL

1 Segment Directory.

SPPHN. SEG

OK,
To obtain a 1listing of a directory sorted in reverse chronological
order, so that you can see which files and directories have been

modified most recently, use the -SORT DIM option on the LD command
line.
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PARTITIONS

Most users identify disks and disk partitions by partition names. For
example, in the pathname <BEECH>BRANCH>IWIG, the name BEECH identifies
a specific disk or disk partition. PRIMOS automatically determines
which physical disk drive unit is being referenced, by looking up the
partition name in a list of disk partitions. For each disk partition,
this list defines the actual disk on which the partition resides and
the location of the partition on the disk.

Although most users identify disks by their partition names, operators
often perform functions when the relationship between a disk partition
and its physical disk drive has not been defined. Such functions
require the specification of a disk that is not defined to the system.
In these cases, physical device numbers are used. Each disk or disk
partition has a physical device number that identifies the type of
storage device, the drive unit on which it is mounted, the size of the
partition, and its location on the disk. These physical device numbers
are used in the following commands to perform special operations:

Command Function

ADDISK Defines the relationship between a partition name
and a physical disk or disk partition to PRIMOS,
so users may access the disk.

ASSIGN DISK Allows the operator to gain exclusive access to a
physical disk or disk partition, so that special
operator commands (such as MAKE, QOPY_DISK, and
PHYSAV) can be performed on that disk.

QONFIG Describes the physical disks that PRIMOS will use
for paging (PAGDEV and ALTDEV directives) and
command execution (COMDEV directive) during
system coldstart.

(QOPY_DISK Copies the entire contents of a physical disk or
disk partition to another disk.

DISKS Allows or disallows use of the ASSIGN DISKS
command for a physical disk or disk partition.

FIX_DISK Determines the integrity of the file system
structure of a physical disk or disk partition;
can also make repairs.

FIXRAT Is an obsolete version of FIX DISK.
MAKE Performs the initialization on a physical disk or
disk partition, so that the disk may be used.

This is where the partition name for a disk is
first assigned.
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PHYRST Restores the entire contents of a physical disk
or disk partition from a tape created by PHYSAV.

PHYSAV Saves the entire contents of a physical disk or
disk partition onto magnetic tape.

SHUTDN Undoes the effect of an ADDISK command by
removing a partition name from the list of disk
partitions, preventing further access of the disk
by users.

UNASSIGN DISKS Undoes the effect of an ASSIGN DISKS command,
disallowing the operator's exclusive access to
the disk. No other users may access the disk
before or after an UNASSIGN DISKS command, until
an ADDISK command is performed for that disk.

Appendix A describes how to determine a physical device number for a
given disk.

Disk Formatting

Before a disk pack can be used on the system, it must be formatted and
given a name. You do this with the MAKE utility. First add the new
disk or partition number to the table of assignable devices with the
DISKS command. Then the new device can be assigned and formatted with
the MAKE utility. This process is described in detail in Chapter 6.

Changing the Assignable Disks Table

Before a disk or partition can be assigned, its physical device number
must be added to the assignable disks table by the DISKS command. (See
Chapter 13.) Once this is done, the disk can be assigned with the
ASSIGN DISK command.

Under PRIMOS, devices must always be assigned to the user prior to such
operations as MAKE, FIX DISK, or QOPY_DISK. Devices should be
umassigned (using UNASSIGN) after completion of the operation. Devices
are not assigned under PRIMOS II.

Note
The assignable disks table has space for a maximum of 10

devices. Devices may be removed from the table by the
DISKS NOT command. (See Chapter 13.)
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Adding Disks to the System

To define the connection between a partition name and the other four
aspects of a disk partition, the ADDISK command is used. This command
defines the physical characteristics of the disk to PRIMDS. PRIMOS
then reads information from the specified disk partition to determine
its name, and adds the name and corresponding information to a list of
known disk partitions. (This list may be displayed with the STATUS
DISKS command.) At this point, the disk partition is accessible Ly
users.

When the disk is to be dismounted, the operator uses the SHUTDN command
to terminate file system activity on the disk, and to delete the
partition name from the list of known disk partitions. Users should be
notified well in advance that the partition is to be shut down.

ONLINE MAINTENANCE

The monitoring of the file system while the system is up and running is
called online maintenance. It includes periodically checking the
integrity of system directories, responding to user complaints, and so
on.

System directories that are important to the operator are discussed
above. The directories should be checked to make certain their
contents are as expected.,

Sometimes, users may complain about error messages that are produced by
the file system when they attempt to access files. Most of these error
messages indicate user error; however, some of them may indicate that
the integrity of the file system is compromised. When this happens, it
is up to the operator to attempt to restore that integrity.

There are several areas of the file system that must be monitored by
the operator. They are:

® Access Control Lists (ACLS)
e Disk quotas
@ Disk space utilization

Messages that indicate problems with these aspects of the file system
are:

No information (ACLS)

Insufficient access rights (ACLS)

Maximum quota exceeded (Disk quotas)

The disk is full (Disk space utilization)
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Other messages may indicate problems with the physical integrity of the
disk partition involved. These messages are as follows:

Pointer mismatch found (not the same as "POINTER _FAULTS")
The directory is damaged

Directory too large

Bad DAM file

Bad truncate of segment directory

Segment directory error

The file is too long

Too many subdirectory levels

Disk format does not support this revision of PRIMOS

If any of these messages appear, offline maintenance of the disk
partition on which the error occurred should be performed when
convenient. This is discussed below in OFFLINE MAINTENANCE,

Access Control Lists (ACLS)

The PRIMOS file system allows a user to specify who can access his or
her files. This is done by specifying an access control list (ACL) for
a file. Complete information on ACLs is found 1n the Prime User's
Guide.

The System Administrator will have set up ACLs on the special system
directories discussed earlier. ‘These ACLs should be periodically
checked by the operator to make certain that they have not been
corrupted, allowing access to unauthorized users.

Three commands are available for the purpose of monitoring Access
Control Lists (ACLs). These commands are:

Command Function

LIST _GROUP Lists the AQL groups to which
you belong, Such groups may
determine access rights to
certain files and directories.
Abbreviation: IG

LIST ACCESS [objectname] Lists the access rights for any
object., Abbreviation: LAC

LIST _PRIORITY ACCESS disk-name Reads the contents of a
priority ACL on a disk
partition., Abbreviation: LPAC

The use of these commands is illustrated below.
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ACL, access rights are indicated by symbols:

Symbol Right Applies To Meanin
R Read Files File may be read.
W Write Files File may be modified.
U Use Directories User may attach to
directory.
L List Directories Directory contents may be
' listed.
A Add Directories Directory entry may be
added.
D Delete Directories Directory entry may be
deleted.
P Protect Directories Access may be changed.
ALL Files and All of the above rights.
directories
NONE Files and No access allowed,
directories

These ACL symbols may be combined to specify a variety of rights. For
example, the combination ALUR allows a user to attach to a directory,
list and add to its contents, and read any file within it that is not
otherwise protected,

The LIST GROUP Command: LIST GROUP lists the ACL groups to which you
belong. Such groups may determine your access rights to certain files.
As an operator, you may expect to be a member of a group that has
special operator's rights., For example:

OK, LIST GROUP
Groups are: .OPERATIONS

Group membership is defined by the System Administrator.

Note

User 1 is never a member of any group.
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The LIST ACCESS Command: LIST ACCESS lists your access rights to a
file or directory. The format is:

LIST _ACCESS [objectname]

where objectname may be a pathname. If objectname is omitted, access
rights are given for the current directory. For example:

OK, LIST_ACCESS

A, protecting "<Current directory>":

FLOPSY: ALUR
MOPSY: ALL
PETER: ALL
SYSTEM: ALUR
+AIMINISTRATORS: ALL
SREST: NONE

OK, LIST ACCESS CONTROL>FLOW

ACL protecting "CONTROL>FLOA":

MOPSY: ALL
SYSTEM: ALL
+ADMINISTRATORS: ALL
SREST: LUR

In the first example, the .AIMINISTRATORS group, along with users MOPSY
and PETER, have full access rights to the directory. Users FLOPSY and
SYSTEM may read files (R), attach to and 1list the contents of the
directory (IU), and create new files or subdirectories (A). Other
users of the system have no access rights.

In the second example, users SYSTEM and MOPSY, along with the group
JAIMINISTRATORS, have all access rights. Other users of the system may
list and use directories, and may read files.

See the Prime User's Guide for more information.

The LIST PRIORITY_ACCESS Command: System Administrators and operators
may override any user—defined ACL by creating a priority ACL. The
priority ACL defines access for the entire disk,

Since it is possible to prevent users from accessing even the MFD with
a priority ACL, the LIST PRIORITY_ACCESS command allows the operator
and users to read the ocontents of the priority ACL on any disk
partition. The name of the partition must always be given.
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For example:

OK, LIST PRIORITY ACCESS
Partition name must be supplied. (list_priority access)
ER! LIST PRIORITY ACCESS PATCH
Priority ACL on partition "<PATCH>":
SYSTEM: ALL
SREST: NONE

If the partition PATCH were not protected by a priority ACL, the
following would occur :

OK, LIST PRIORITY_ACCESS PATCH
Priority ACL not found. <PATCH> (list_priority access)
ER!

Note
When a priority ACL is active on a disk, its contents are
always displayed when the LIST ACCESS command is issued. For
example:

OK, LIST ACCESS

ACL protecting "<Current directory>":

FLOPSY: ALUR
MOPSY: ALL
PETER: ALL
SYSTEM: ALUR
SREST: NONE

Priority ACL in effect for "<Current directory>":
.ADMINISTRATORS: ALL
OK,

For information on setting priority ACLs, see the description of
SET_PRIORITY_ACCESS in Chapter 13.
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Disk Quotas

To ensure equitable sharing of disk storage, administrators can set
limits (called quotas) on the amount of storage space that top-level
directories can occupy on a disk. In some facilities, operators also
may control quotas. 'The commands for using quotas allow the operator
to:

e Set a maximum storage quota on a directory (SET_QUOTA).
e Change an existing quota (SET_QUOTA).

e Examine existing quotas and current storage use (LIST_QUOTA, LD,
SIZE).

SET_QUOTA is discussed in Chapter 13. The other commands are discussed
below. For a more complete discussion, see the Prime User's Guide.

Measuring and Allocating Storage Space: Storage space is measured in
disk records, A record can contain up to 2048 user data bytes. Thus,
the number of records in a file system object equals the total number
of data bytes in the object divided by 2048 and rounded up to the next
whole number., However, a zero-length object (such as an empty
directory or file) always contains one record. All numbers are
decimal .

You may wish to examine the quota on a directory and the current
storage space used by directories, files, and segment directories. The
LIST QUOTA, LD, and SIZE commands provide this information.

Using LIST QUOTA: The LIST QUOTA command provides the following
information:

e The maximum quota on a directory

e The total number of records used by the entire subtree beginning
with and including the designated directory

e The number of records used by this particular directory
The format of the command is:

{LIST_QUOI‘A} [pathname] [-BRIEF]
7o)

pathname gives the name of the directory on which quota information is
requested, If thname is omitted, the quota information on the
current directory is listed. 'The -BRIEF option prints a one-line
summary of the directory's quota status.
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For example, to list the quota information on all top-level directories
on partition SYS.B, type:

OK, LIST QUOTA <SYS.B>@@
Operation 1llegal on MED. <SYS.BM>MFDMMFD

"<SYS.B>MFD>LOGREC*" is not a quota directory.
Total records used = 28.
Records used in this directory = 28.

Maximum records allowed on "<SYS.B>MFD>CMDNCO" = 5000.
Total records used = 3500.
Records used in this directory = 3500.

Use of the -BRIEF option outputs a one-line summary of the directory's
quota status. For example:

OK, LIST QUOTA UFD.1 -BRIEF
Max: 200, Used: 178, Records: 65, UFD.1
OK,

In this example, the maximum number of records allowed is 200. The
total number of records used for this directory and its subtree is 178.
The number of records used by this directory alone is 65. If you omit
the pathname from the command line, the pathname is omitted from the
one-line summary.

Obtaining Quota and Storage Information with LD: The LD command
provides quota and storage information on the first line of its
display. For example:

OK, LD

<SYS.B>CURTAINS (ALL access)
1150 records in this directory, 1165 total records out of quota of 0.

The number of records used by this directory, the total number of
records used by the directory and its entire subtree, and the maximum
number of records permitted for use by the directory and its subtree,
are indicated., If the third number is 0, there is no maximum limit
other than the limit of the disk.
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You may wish to learn the number of records in a file or segment
directory within a directory. The size of these objects, as well as of
directories, is provided by the -SIZE option to the LD command., Use
the format:

LD [pathname] -SIZE

Wildcards may be used to get size information for an entire directory.
See the Prime User's Guide and the PRIMDS Commands Reference Guide for
complete information on wildcards. For example, to display information
for a partition, type:

OK, LD <TDISK>@@ -SIZE -NO_WAIT

<TDISK>MFD (LUR access)

2 Files,
name

type size

BADSPT

sam 1l
BOOT

sam 2
TDISK

sam 4

60 Directories.

name

type size quota
AARON

dir 9 0
AESOP

dir 29 1000
ANDY

dir 787 0
ANTELOPE ‘

dir 58 0
APPL ICATIONS

dir 173 1000
AQUA

dir 273 0
OK,

In this example, the files BADSPT and BOOT contain, respectively, 1 and
2 records. The file TDISK (the DSKRAT) contains 4 records. The
directories AESOP and APPLICATIONS, with quotas of 1000 records each,
oontalc'ig 29 and 173 records. The nonquota directory ANDY contains 787
records,
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By using a specific pathname or wildcard pathname, you can request size
information on a single object or on a specific group of objects.

Even greater detail may be obtained using the LD -DETAIL command., Use
the format:

LD [pathname] -DETAIL

Additional information on LD appears in the PRIMOS Commands Reference
Guide.

Using SIZE: The SIZE command, like the LD -SIZE command, provides the
number of records in an existing file, though in a different display.
The operator should be logged in with complete access rights., 'The
command format is:

SIZE pathname [-NORM]

pathname is the name of the object whose size you wish to know. It may
be a wildcard name. -NORM presents records in normalized (1 record =
880 bytes) format., SIZE can report on other file system objects as
well., However, for directories, segment directories, and access
categories, SIZE returns the number of entries in the object. Hence,
the report returned by SIZE depends upon the type of object specified
by pathname, as follows:

Object Report
file The size of the file in 2048-byte records

(880-byte records if —-NORM is specified).
The number of words in the £file (1 word
contains 2 bytes) and the file type ("sam
file" or "dam file") are also printed.

directory The number of top-level entries in the
directory and the directory type ("pwd
UFD" or "acl UFD"). "pwd" = password,
The size of the directory listing in words
is also reported.

segment directory The number of entries in the segment
directory and the directory type ("sam
SEGDIR" or "dam SBEGDIR"). The maximum
number of entries the segment directory
can hold is also reported ("n total").
Multiplying this number by 2 yields the
size of the segment directory in words.
(For example, "65 total" equals a size of
130 words.)

access category The number of access pairs (identifier:
rights) in the access category.
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In all cases, SIZE prints the current pathname, so that you know which
object SIZE is looking at when you use wildcards.

For example, to obtain the size of all objects on the partition SYS.A,
type:

OK, SIZE <SYS.A>@@
9 records in sam file "<SYS.ASMFD>SYS.A" (8804 words)

153 entries in acl UFD "<SYS.AXMFD>MFD" (4852 words)
2 records in sam file "<SYS. ADMFD>BOOT" (1092 words)
8 entries in pwd UFD "<SYS.A>MFD>USR.1" (153 words)
OK,

If the "Disk Full" Condition is Encountered: The System Administrator
can assign UFD quotas whose sum exceeds the capacity of the disk. This
capability assumes that not all users will be using their full storage
allotment at the same time, In effect, users "share" part of their
space. This technique provides efficient use of disk space. However,
it also makes it possible for users to completely fill the disk, even
though none of them has exceeded (or even reached) their individual
quotas.

If the disk is full when users attempt to store an object, they will
get the message "The disk is full." If such a situation is reported,
do the following:

1. Use the MESSAGE command to ask system users to delete unneeded
storage from their directories.

2. Report the situation to the System Administrator.

Monitoring Disk Space Utilization

The AVAIL command prints, for a specified disk, the number of records
used, the number of records available, and the percentage of records
used. Information is given as physical records (1 record = 2048
bytes), but is also available in "normalized" form (1 record = 880
bytes) .

The correct format for checking disk space utilization is:

AVATL [disk] [-NORM]
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The arqument disk may be specified in one of the following manners:

Argument Definition

partition The name of the disk

* "all started partitions"

-LDEV nn The logical device number, where nn is
represented numerically, in decimal (e.q.,
2, 6, 18)

If AVAIL is given without arguments, information will be printed for
the device currently attached to. For example:

OK, AVAIL

Volume OLIO
44442 total records
1070 records available
97.6% full

The option -NORM may be used if records given in normalized format are
desired. For example:

OK, AVAIL. —NORM

Volume OLIO

103428 total records (normalized)
2490 records available (normalized)
97.6% full

If the command AVAIL * is given, PRIMOS reads the file SYSTEM>DISCS and
prints a table of record utilization for all partitions listed there.
For example:

OK, AVAIL *
VOLUME TOTAL FREE % COMMENTS

ID RECS RECS FULL
PITHOS 140733 1984 98.6 0 4463
LKYTHS 14814 3894 73.7 1 460
POTS 44442 1069 97.6 3 31460

The two columns listed under COMMENTS give information held in the
DISCS file. In this example, the comments concern each device's
logical device number and physical device number.
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If normalized format is requested, the tahle appears as:

OK, AVAIL * -NORM

VOLUME TOTAL FREE % COMMENTS
ID RECS RECS FULL NORMAL IZED
PITHOS 327524 4351 98.6 0 4463
LKYTHS 34476 9062 73.7 1 460
FOTS 103426 2487 97.6 3 31460
Notes

e For non-ACL partitions, AVAIL requires that either the owner
or the nonowner MFD password be XXXXXX, and that the DSKRAT
(partition name) protection be set so that a user has read
access when attached to the MFD. In most cases it is the
nonowner password that is set in this fashion.

e For an AL partition, user rights must be set to Use on the
MFD and Read on the DSKRAT file,

The DISCS File: AVAIL * will not work unless the file DISCS has been
built in the UFD SYSTEM. The DISCS file is a list of partition names,
in column form, that has been created with the editor. In addition to
the column listing partition names, other information may be included
in separate columns. For example:

e The disk's logical device number
e The disk's physical device number

® Miscellaneous information, such as the backup schedule for the
disk
The AVAILL command takes this information from the DISCS file and adds
to it information on record utilization (determined from the system) to
create its display.
Here is an example of a DISCS file:

OK, SLIST SYSTEM>DISCS

PITHOS 0 4463 M, W, F
LKYTHS 1 460 M, W, F
POTS 3 31460 T, ™
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OFFLINE MAINTENANCE

As often as is reasonable, disk repair operations to ensure file system
integrity should be performed on the system's partitions. The program
that performs these operations is FIX DISK. Running FIX DISK on a
partition will check it for integrity., If FIXDISK finds any
inconsistencies on the partition, it will report them. Additionally,
if the -FIX option is specified on the FIX DISK command line, FIX DISK
will attempt to repair any inconsistencies.

FIX _DISK can also perform other useful activities, such as reducing the
number of records in use by a directory when ©possible (UFD
compression) .

If a partition should have FIX DISK run on it, you will be told this
when the ADDISK command is used for the partition. For example:

OK, ADDISK 1060

Starting up revision 19 partition "IONIA",

(Quota system may be incorrect; please run FIX DISK.)
OK,

As ADDISK commands are frequently included in the system startup
command file QMDNCO>C_PRMD or CMDNCO>PRIMOS.(OMI, you should check the
output generated during system ooldstart to see if the parenthetical
message was printed after the message indicating that the disk
partition was started up.

If you wish to run FIX DISK, see Chapter 7 for information on preparing
a system for the shutdown of a partition, and then see Chapter 9 for
information on running FIX DISK. FIX DISK command line options are
also discussed in Chapter 13.
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INTRODUCTION

Many of your tasks as operator involve dealing with members of your
system's user community. You may meet the users in person, receive
phone calls from them, or send and receive interuser messages via the
system software. You must understand the needs of users on your
system, and be able to communicate effectively with them. For example,
effective use of the PRIMOS interuser message facility could minimize
user complaints of unexpected system behavior.

This chapter:
e Defines users, groups, projects, and user profiles,
e Tells how to respond to user requests.

® Tells how to monitor user status.

Users

Under PRIMOS, a user is defined as the "owner" of a user name, such as
FRED. A user name, also referred to as a login name, can be up to 32
characters in length. Most user names, however, are about 8 characters
long. When users log in, they specify their user names and the
passwords for those names,
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While the users are logged in, they are identified by their user names.
For instance, if a user sends a message to the supervisor terminal, the
message includes the user name of the user who sent the message.

To determine the user names of all users who are currently logged into
the system, use the STATUS USERS command. For example:

OK, STATUS USERS

User No Line Devices

SYSTEM 1 asr <SYSTPB> AL(077
FRED 7 5 <TDISK2>

SUSANK 8 6 <TDISK> <SYSTPB>
GENED 15 15 <TDISK2> <TDISK>
SABRAM 18 20 <TDISK2> <SYSTPB>
CORKY 19 21 <TDISK> <SYSTPB>
ANERT D 20 22 <TDISK> <SYSTPB>
KAREEM 21 23 <TDISK> <SYSTFB>
ABIDUL 24 26 <TDISK2> <SYSTFB>
CILIA 25 27 <TDISK2> <SYSTPB>
SHEILA 29 33 <SYSTPB> <TDISK>
CHILD 31 35 <TDISK2>

TRAIN 32 36 <TDISK>
WONDERLAND 65 rem <TDISK> (from SYSTPQ)
MEMORY_MGR 66 rem <TDISK2> (from SYSTRJ)
NETMAN 85 nsp <SYSTPB>
BATCH_SERVICE 94 phant <SYSTPB> (2)
METER SERVICE 95 phant <TDISK3> (3)
SYSTEM 96 phant <SYSTPB> PR
TPBMAN 98 phant <SYSTPB> AL0l1l
TEBMAN 105 phant <SYSTPB> AL031
ABDUL 107 phant <TDISK2>

OK,

The names under the "User" column are the login, or user, names. 'The
"No" column shows the user number for each user. This number is often
needed when issuing commands that do not accept user names, or when
more than one user is logged in with the same name. Each user on a
system always has a unique user number.

The "Line" column shows the asynchronous line number of the user
terminal being used by the user. However, phantoms and remote users do
not have user terminals on the system. 1In these cases, the "Line"

column shows the type of user. "rem" means remote user. "nsp"
identifies the network server process, NETMAN. "slave” means a slave
user, "phant" indicates a user or subsystem phantom, "batch"

indicates a running batch job.

The "Devices" column shows the disks and other peripheral devices being
used by each user. Names such as <TDISK> show which disks are in use
by each user. Other names such as AL0ll indicate exclusive assignment
of the device by the user. 1In this example, ALOll means that user
number 98 has exclusive access to asynchronous line number 11.
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The "Devices" column also indicates the other node involved for remote
users, as in "(from SYSTRJ)".

Groups

Your System Administrator may have organized the user community on your
system into groups. Groups serve two purposes: they make it easier
for PRIMOS to check users' access, and they allow the System
Administrator to merge new users into existing ACLs simply by adding
them to existing groups.

The LIST GROUP command lists the groups to which the user belongs. For
example:

OK, LIST GROUP
Groups are: ,TPEOPLE
OK,

In this example, the user who entered the LIST GROUP command belongs to
one group, .TPEOPLE. Group names always begin with a dot (.), to
distinguish them from user names. User names cannot begin with (.).

If a user has a complaint about insufficient access, ask the user to
issue the LIST _GROUP command. This will show the groups to which the
user belongs. You may discover that the user has been omitted from a
group to which he or she should belong, or you may find that the user
belongs to a group that is explicitly denied access to the file or
directory the user is attempting to reference.

Projects

The System Administrator may have chosen to define projects for the
system, A project is a collection of users working in the same area.
A user may belong to more than one project, but may only be logged in
under the auspices of one project at a time. This feature is often
used to enhance system accounting.

When a user logs in, he or she may be asked for a project name. (The
System Administrator determines whether or not users need to specify a
project name at login time.) The groups to which the user belongs and
the user's origin directory depend upon the project specified by the
user. A user who complains about problems when logging in, or about
insufficent access, may be trying to log in to the wrong project.
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To list the projects for all logged-in users, issue the STATUS PROJECTS
command, as follows:

OK, STATUS PRQJECTS

User name Project id no
SYSTEM DEFAULT 1
FRED TURING 7
SUSANM ACCOUNTING 14
MAXWELL LAGRANGE 15
TURTLE TURING 18
NIX TURING 19
OTHELLO ACCOUNTING 20
PETER LAGRANGE 21
FRIEDA PEANUTS 24
CILIA SHAMPOO 25
ORON VICTORY 29
TRAIN ACQOUNTING 32
WONDERLAND PEANUTS 65
MEMORY TURING 66
NETMAN DEFAULT 85
BATCH_SERVICE DEFAULT 94
METER_SERVICE DEFAULT 95
SYSTEM DEFAULT 96
FRIEDA VICTORY 97
TEKMAN DEFAULT 98
TEKMAN DEFAULT ' 105
0K,

The first column shows the username, the second column shows the
project that the user is logged into, and the third column is the user
number (as in STATUS USERS).

In the above example, note that there are two users named FRIEDA. The
first is in project PEANUTS, the second in project VICTORY. ‘This
indicates that user FRIEDA is working on two projects at the same time.
This can happen when a user logs into one project, starts up a phantom,
logs out, and logs in again, beginning a new project.

User Profiles

Each user who can 1log into the system has a user (login) name. This
user name 1is associated with a user profile. The user profile
describes the projects to which the user may log in, the groups to
which the user belongs, and the origin directory or initial attach
point (IAP) of the user., Both the 1list of groups and the origin
directory for a user depend on which project the user logs into.
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When a user logs in, the user profile is checked to see what directory
the user should be attached to. This origin directory must exist, and
the user must have the right to attach to it; otherwise, the user will
not be logged in, and an error message will be displayed.

If a user complains about being unable to log in, it may be because his
or her origin directory does not exist, because it resides on a disk
that is currently shut down, or because it has an ACL preventing the
user from attaching to the origin directory.

RESPONDING TO USER REQUESTS

To allow the operator to communicate with users, PRIMOS includes an
inter-user message facility. Users may use this facility to request
actions that can only be performed by the operator. Such requests may
be for the following actions:

e Sending broadcast messages to all users

e Adding new UFDs to the system

@ Setting quotas on directories

e Adding or replacing software in OMDNCO and LIB

e Incorporating shared segments

e Changing user priority or time slice

When such a request is received, you should log the request in the
system logbook before you honor it.

Sending Broadcast Messages

If a user discovers something about which all users should be told,
such as a full disk, he or she may ask you to send all users a messade.

Fram the supervisor terminal the operator can send messages to:
e All users on the local node of the network
e A specified user on any node of the network

® The supervisor terminal of a different network node (for
operator-to—-operator messages)

The MESSAGE command is useful for giving users general information
(such as system being shut down, disk full), communicating with a
single user (answering questions, requesting action), or for passing
information between nodes (such as remote disk available).
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To send a message to all users stating that the BEEBLE partition is
nearly full, the operator might type:

OK, MESSAGE ALL —NOW
BEEBLE PARTITION 99% FULL -— PLEASE DELETE UNNECESSARY FILES
OK,

For more information on the MESSAGE command see Chapter 13.

Adding New UFDs to the System

Because access to MFDs is not usually granted to users, new UFDs can
only be added to MFDs by the operator or System Administrator. When a
request is made to add a new UFD to the system, the operator should
first determine from the user the new directory's name and the
partition on which it is to reside. The new UFD name is automatically
checked by PRIMOS to ensure that it does not duplicate an existing UFD
name on that partition.

If you create a new directory, its quota will initially be set to zero;
that is, it has no maximum quota. If you set a quota on a UFD, you
limit the storage allowance on any subdirectory within the directory.
If you set no limit on the UFD, its storage capacity is limited only by
the physical capacity of the disk with which it is associated. (Note
that a quota of zero does not signify that the directory is allowed no
storage at all; rather it signifies the reverse.) Information on
setting quotas is given below.

The access for a newly created UFD will default to the access at the
MFD level. Therefore, you should set its access to allow ALL access
for the owner of the UFD.

The operator should log in as a user (usually SYSTEM), attach to the
MFD on the appropriate partition, and generate the new UFD with the
CREATE command (explained in the PRIMOS Commands Reference Guide).

Note

Only the System Administrator or a Project Administrator may
specify a UFD to be a user's initial attach point.

Because access to the MFD is not usually available to users, the
operator must also perform all requests for UFD name changes (by using
the O(NAME command) .
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Setting Quotas on Directories

To set maximum storage quotas on UFDs, use the SET_QUOTA command.
Because you must have protect access rights (if your system uses ACLSs)
or owner rights (if your system uses passwords), you should be logged
in as the System Administrator or as an operator. When such a
requirement exists, it is frequently simplest to issue commands from
the supervisor terminal (if SYSTEM has ALL rights). See Chapter 13 for
a description of the SET_QUOTA command.

Adding/Replacing Software in CMDNCO and LIB

OMINCO and LIB are ACL or password-protected directories under operator
control. They contain essential system software. New software is
copied into these directories with the QPY command. All new or
changed software should be debugged before installation, insofar as is
feasible.

All changes to MDNCO and LIB should be noted in the system logbook.
No new or changed software should be installed without first obtaining
complete details of operation. For commands, this should include
command line options and keywords as well as answers to any queries
asked by the program. The proper position in loading sequences should
be indicated for each library. This information should be entered in
the system logbook and distributed to interested users.

Caution

When installing a new version of a command or program, it is
recommended that the operator save a copy of the old version in
a convenient directory until such time as the new version is
thoroughly checked out and it is determined that the old
version is no longer needed.

Incorporating Shared Segments

Normally, shared subsystems will be incorporated into PRIMOS at system
startup time., At times, experimental subsystems may need to be
incorporated for test purposes. The command sequence for this (from
the supervisor terminal) is as follows:

OPRPRI 1
SHARE pathname segment-number [access-rights]
OPRFRI 0

The System Administrator will assign and coordinate shared segment

usage. See the discussions of the OPRPRI and SHARE commands in Chapter
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